
The Industrial Internet Consortium is a global, member supported 
organization that promotes the accelerated growth of the Industrial 
Internet of Things by coordinating ecosystem initiativesto securely 
connect, control andintegrate assets and systems of assets with people, 
processes and data using common architectures, interoperability and 
open standardsto deliver transformational business and societal 
outcomesacross industries and public infrastructure.

Launched in March 2014 by five founding members:
AT&T, Cisco, General Electric, IBM & Intel.

¢ƘŜ LL/ ƛǎ ŀƴ ƻǇŜƴΣ ƴŜǳǘǊŀƭ άǎŀƴŘōƻȄέ ǿƘŜǊŜ ƛƴŘǳǎǘǊȅΣ ŀŎŀŘŜƳƛŀ ŀƴŘ 
government meet to collaborate, innovate and enable.

Industrial Internet Consortium Mission

Over 250 Member Organizations
Spanning 30 Countries



Over 250 IIC Members
Founding and Contributing Members



24 Testbeds and Counting

ÅAerospace & defense
ÅAgriculture
ÅBuilding & Facilities
ÅEnergy & Utilities
ÅFactory Connectivity
ÅHealthcare
ÅManufacturing
ÅPublic Safety
ÅSecurity Claims 
ÅTelecom & IT
ÅTransportation & Shipping

Where the innovation and opportunities of the Industrial Internet:
New technologies, New applications, New products, New services, New processes can be initiated and 
thought through, rigorously tested to ascertain their usefulness & viability before coming to market.



Security Testbed from Industrial Internet Consortium



Open, configurable Cybersecurity Platform 

ÅCoverage includes endpoint, gateway, cloud & other networked components

ÅEvaluation of participant defined Security Usage Scenario(s) 

ÅOperation in adherence and alignment to the IIRA  and IISF

Exploration of Methodology and Collection of Evidence

ÅDemonstrating the system operational security processes 

ÅSupporting key characteristicsof IIRA and IISF

ÅProvides evaluation of the participants claims

ÅEnabling Identification of Vulnerabilities and Remediation options 

Testbed Objective and Overview



Multi-Layered Security Claims Evaluation Testbed
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